POLITYKA OCHRONY DANYCH OSOBOWYCH

1. Niniejszy dokument (dalej: Polityka) stanowi mape wymogow, zasad 1 regulacji
ochrony danych osobowych w Chelmskiej Spotdzielni Mieszkaniowej w Chelmie (dale;j:
CHSM, Spotdzielnia) 1 jest polityka ochrony danych osobowych w rozumieniu rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony
osob fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogoélne rozporzadzenie o
ochronie danych) (Dz.U.UE.L.2016.119, s. 1).

2. Polityka zawiera opis zasad ochrony danych obowiazujacych w Spotdzielni.

3. Za wdrozenie 1 utrzymanie niniejszej Polityki odpowiedzialny jest Administrator
danych.

4. Uzyte w niniejszej Polityce okreslenia i skroty oznaczaja:

1. Polityka — niniejsza Politykg ochrony danych osobowych,

2. RODO - rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27

kwietnia 2016 r. w sprawie ochrony os6b fizycznych w zwiazku z przetwarzaniem danych

osobowych 1 w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy

95/46/WE (ogo6lne rozporzadzenie o ochronie danych) (Dz.U.UE.L.2016.119, s. 1),

dane — dane osobowe w rozumieniu RODO,

dane karne — dane dotyczace wyrokdéw skazujacych i naruszen prawa, wymienione w art. 10

RODO,

dane dzieci — dane os6b ponizej 16 roku zycia,

osoba — osoba, ktorej dane dotycza,

CHSM/Spotdzielnia — Chetmska Spotdzielnia Mieszkaniowa w Chelmie

podmiot przetwarzajacy — podmiot, ktoremu Spotdzielnia powierzyta przetwarzanie danych

osobowych,

profilowanie — dowolna forme zautomatyzowanego przetwarzania danych osobowych,

10. eksport danych — przekazanie danych osobowych do panstwa trzeciego lub organizacji
migdzynarodowej,

11. IOD — Inspektor Ochrony Danych,

12. Rejestr — rejestr czynnosci przetwarzania danych.

5. CHSM przetwarza dane osobowe kierujac si¢ nastgpujacymi zasadami:

1. CHSM przetwarza dane zgodnie z zasadami: legalizmu, rzetelnos$ci, transparentnosci,
minimalizacji, adekwatnosci, prawidlowos$ci, czasowosci 1 bezpieczenstwa.

2. CHSM prowadzi inwentaryzacj¢ danych osobowych, w tym:

a. przypadkéw przetwarzania danych szczeg6lnych kategorii 1 danych karnych,
b. przypadkow przetwarzania danych niezidentyfikowanych,

c. przypadkoéw przetwarzania danych dzieci,

d. profilowania,

e. wspoladministrowania danymi.

CHSM prowadzi rejestr czynnosci przetwarzania danych osobowych.

4. CHSM zapewnia przetwarzanie danych osobowych na wiasciwej podstawie prawnej, w
tym:

a. utrzymuje system zarzadzania zgodami na przetwarzanie danych osobowych,
b. inwentaryzuje przypadki przetwarzania danych na podstawie prawnie
uzasadnionego interesu Spotdzielni.

5. CHSM spelia obowiazki informacyjne wzgledem oséb, ktoérych dane przetwarza i
realizuje otrzymane w tym zakresie zadania, dokumentujac realizacj¢ tych obowiazkow, w
tym:

a. przekazuje wymagane prawem informacje,

b. zapewnia mozliwo$¢ efektywnego 1 terminowego wykonania wszelkich zadan
prawnie uzasadnionych, przez siebie oraz podmioty przetwarzajace,

c. stosuje odpowiednie procedury w razie wystapienia przypadkdw naruszen ochrony
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danych.

CHSM zapewnia minimalizacjg przetwarzania danych.

7. CHSM zapewnia odpowiedni poziom bezpieczenstwa danych, w tym:

a. przeprowadza analizy ryzyka dla czynnosci przetwarzania danych,

b. ocenia skutki w razie stwierdzenia wysokiego ryzyka naruszenia praw i wolnosci
0sob,

c. stosuje $rodki ochrony adekwatne do stwierdzonego ryzyka,

d. stosuje procedury identyfikacji, oceny 1 zgloszenia naruszenia ochrony danych
wlasciwemu organowi.

8. CHSM nie przekazuje danych osobowych do panstw lezacych poza Europejskim Obszarem
Gospodarczym (panstw trzecich). CHSM podejmuje $rodki w celu zapewnienia, ze dane
osobowe nie bgda przekazywane do panstw trzecich.

9. Procedury wprowadzania zmian w Spotdzielni, a takze wdrazania nowych projektow
uwzgledniaja potrzebe oceny wplywu zmiany na ochrong¢ danych juz na etapie
projektowania takiej zmiany.

6. 1. CHSM identyfikuje przypadki przetwarzania danych szczegolnych kategorii lub danych
karnych oraz utrzymuje i przestrzega procedur zapewnienia zgodno$ci z prawem przetwarzania
takich danych.

2. CHSM identyfikuje przypadki przetwarzania danych niezidentyfikowanych i utrzymuje

procedure zapewniajaca realizacje praw osob, ktoérych dotycza dane niezidentyfikowane.

3. CHSM identyfikuje przypadki profilowania danych oraz utrzymuje i przestrzega procedur

zapewniajacych zgodnos¢ tego procesu z prawem.

4. CHSM identyfikuje przypadki wspoladministrowania danymi i postgpuje zgodnie z

przyjetymi w tym zakresie zasadami.

7. 1. W celu realizacji zasady rozliczalnosci CHSM prowadzi Rejestr, ktory stanowi forme
dokumentowania czynno$ci przetwarzania danych.

2. CHSM, korzystajac z Rejestru, inwentaryzuje dane, monitoruje sposob, w jaki wykorzystuje

dane osobowe oraz rozlicza obowiazki w zakresie ochrony danych.

3. Rejestr prowadzony jest w formie elektroniczne;.

4. Dla kazdej czynnosci przetwarzania danych, uznanej za odrgbna, Spotdzielnia odnotowuje:

a) nazwe¢ czynnosci,

b) cel przetwarzania,

c) kategorig osob,

d) kategori¢ danych,

e) podstaweg prawna przetwarzania, w tym okreSlenie interesu Spotki, jezeli stanowi on

podstawe przetwarzania,

f) sposob zbierania danych,

g) kategorie odbiorcoOw danych.

8. CHSM wdraza metody zarzadzania zgodami na przetwarzanie danych umozliwiajace weryfikacjg
posiadania zgody osoby na przetwarzanie jej danych osobowych w konkretnym celu, zgody na
komunikacj¢ na odleglo$¢, a takze rejestracj¢ odmowy zgody, cofnigcia zgody, sprzeciwu,
ograniczenia 1 podobnych czynnosci.

9. 1. CHSM przekazuje informacje do osob, ktorych dane przetwarza w sposob czytelny i fatwo

zrozumiaty.

2. CHSM ulatwia osobom, ktérych dane przetwarza korzystanie z ich praw, w szczego6lnosci
poprzez zamieszczenie na stronie internetowej informacji lub odwotan (linkéw) do informacji
o prawach osob, sposobie korzystania z nich, metodach identyfikacji, sposobach komunikacji
ze Spotdzielnia jako administratorem danych oraz z Inspektorem Ochrony Danych.

3. CHSM wprowadza procedury pozwalajace na identyfikacj¢ osoby oraz danych tej osoby, a
takze na fatwe wprowadzanie poprawek i zmian oraz usunigcie danych.

4. CHSM dokumentuje wykonywanie obowiazkoéw zwiazanych z ochrong danych.

10. 1. CHSM okresla efektywne sposoby wykonywania obowigzkéw informacyjnych.
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2. CHSM przekazuje osobie, ktérej dane dotycza wszelkie prawem wymagane informacje
dotyczace ochrony danych osobowych przy ich pozyskaniu bezposrednio lub niebezposrednio
od tej osoby.

3. CHSM w sposob czytelny 1 zrozumialy informuje o przetwarzaniu danych
niezidentyfikowanych tam, gdzie jest to mozliwe.

4. CHSM niezwtocznie informuje osobg, ktorej dane dotycza o naruszeniu ochrony jej danych
osobowych, jezeli naruszenie moze powodowaé ryzyko naruszenia praw lub wolnosci tej
osoby.

11. 1. Na zadanie osoby Spotdzielnia informuje ja, czy przetwarza jej dane osobowe oraz umozliwia
osobie, ktorej dane przetwarza dostep do danych.

2. Na zadanie osoby, ktorej dane dotycza CHSM wydaje tej osobie kopie danych jej
dotyczacych. Za wydanie kopii danych Spoétdzielnia moze pobra¢ oplate na podstawie
cennika skalkulowanego z uwzglgdnieniem kosztow wykonania kopii.

3. Na zadanie osoby, ktorej dane dotycza Spotdzielnia dokonuje sprostowania lub uzupeienia
danych. Po dokonaniu sprostowania lub uzupelnienia Spoétdzielnia informuje o tym osobg,
ktorej dane dotycza. CHSM moze odmowi¢ uzupehienia danych, jezeli miatyby one byc¢
uzupehnione o dane, ktore nie sa niezbedne dla realizacji celu przetwarzania.

4. Na zadanie lub bez zadania osoby, ktérej dane dotycza Spoétdzielnia moze usunaé dane,
jezeli:

a) dane nie sa niezbgdne dla realizacji celu, w ktérym sa przetwarzane,

b) zgoda na przetwarzanie zostata cofnigta i nie ma innej podstawy prawnej przetwarzania,
¢) wniesiono skuteczny sprzeciw wobec przetwarzania danych,

d) dane byly przetwarzane niezgodnie z prawem,

e) konieczno$¢ ich usunigcia wynika z obowigzku prawnego.

5. W przypadku usunigcia danych CHSM informuje osobg, ktorej dane dotycza, na jej Zadanie,
o odbiorcach danych.

6. CHSM ogranicza przetwarzanie danych na zadanie osoby, ktérej dane dotycza, gdy:

a) osoba kwestionuje prawidtowos¢ danych — na okres niezbedny do ich weryfikacji,

b) przetwarzanie jest niezgodne z prawem, a osoba sprzeciwia si¢ usunigciu danych,

c¢) dane sa zbedne dla Spotdzielni, ale sa potrzebne osobie, ktorej dotycza dla dochodzenia jej
roszczen,

d) osoba wniosta sprzeciw wobec przetwarzania danych — do czasu weryfikacji, czy
Spoldzielnia ma podstawe do przetwarzania danych nadrz¢dna wobec podstaw sprzeciwu.

7. Ograniczenie przetwarzania oznacza, ze CHSM przechowuje dane 1 nie podejmuje wobec
nich Zadnych innych dzialan, w szczegdlnosci nie przekazuje ich innym podmiotom, nie
wprowadza do nich poprawek 1 uzupeinien oraz nie usuwa danych.

8. Przed uchyleniem ograniczenia przetwarzania danych CHSM informuje o takim zamiarze
osobg, ktérej dane dotycza.

12. 1. CHSM zapewnia minimalizacjg przetwarzania danych, w szczegodlnosci pod katem zakresu,
czasu 1 dostepu do danych.

2. CHSM weryfikuje zakres pozyskiwanych danych osobowych, zakres ich przetwarzania i
lo$¢ przetwarzanych danych. Spotdzielnia dokonuje okresowego przegladu ilosci i zakresu
przetwarzanych danych.

3. CHSM stosuje metody ograniczania dostgpu do danych: prawne (zobowigzania do
poufnosci), fizyczne (strefy ograniczonego dostgpu, zamykanie pomieszczen) i informatyczne
(ograniczenie 1 monitorowanie dostgpu do systemoOw komputerowych, w ktérych
przetwarzane sa dane osobowe).

4. CHSM wdraza mechanizmy umozliwiajace minimalizacj¢ czasu przetwarzania danych, w
tym okresowo weryfikuje przydatno$¢ przetwarzanych danych. Dane, ktére nie sa przydatne
dla realizacji celu, dla ktérego zostaty zebrane, podlegaja usunigciu.

13. 1. CHSM zapewnia stopien bezpieczenstwa danych odpowiadajacy ryzyku naruszenia praw i
wolnosci 0sob, ktorych dane dotycza.



2. CHSM przeprowadza i dokumentuje okresowe analizy ryzyka i adekwatnosci stosowanych
srodkow bezpieczenstwa danych.

3. CHSM dokonuje oceny skutkéw planowanych operacji przetwarzania danych pod katem
bezpieczenstwa tych danych, w szczegdlnosci w przypadku stwierdzenia wysokiego ryzyka
naruszenia praw i wolnosci osob.

4. CHSM niezwlocznie zglasza zidentyfikowane przypadki naruszenia ochrony danych
wlasciwemu organowi.

5. CHSM dobiera i weryfikuje osoby przetwarzajace dane w jej imieniu w sposob
zapewniajacy wystarczajace gwarancje wdrozenia odpowiednich $rodkoéw organizacyjnych i
technicznych dla zapewnienia bezpieczenstwa danych i minimalizacji ryzyka naruszenia
ochrony danych.



